
OBLIGATION OF INFORMATION  

Having respect for everyone's fundamental right to privacy, the Controller pays great attention 
to ensuring the confidentiality and protection of the processed personal data and makes every 
effort to ensure that the processing of such data is carried out in accordance with the provisions 
of the law, as well as in compliance with the fundamental rights and freedoms of the data 
subjects.  

In view of the above and to ensure the proper processing of personal data in accordance with 
the provisions of Articles 13 and 14 of Regulation (EU) 2016/679 of the European Parliament 
and of the Council of 27 April 2016 on the protection of natural persons with regard to the 
processing of personal data and on the free flow of such data, and repealing Directive 95/46/EC 
(OJ EU.L.2016.119.1) (hereinafter referred to as "DPA"), this information obligation clause, 
which contains important information about the processing of personal data is provided. 

 

1) Who is the Controller   

Depending on the relationship you have established, your personal data will be processed by 
the Company(s) operating as part of Jobdone marketing & sales support (address: ul. Czarna 4, 
62-040 Puszczykowo k/Poznań; office address: ul. Święty Marcin 80/82 lok 55, 61-809 
Poznań), NIP: 777-135-90-62, REGON: 301493060. 

 

2) Information on the rights of the data subject   

Under the GDPR, every data subject has the right:   

a) to access and obtain information about his/her personal data (Article 15 RODO);   
b) to rectify personal data (Article 16 of the GDPR);   
c) to delete personal data - the "right to be forgotten" (Article 17 of the GDPR);   
d) to restrict processing (Article 18 of the GDPR);   
e) to transfer personal data (Article 20 of the GDPR);   
f) to object (Article 21 of the GDPR);   
g) to withdraw consent (where consent is the legal basis for data processing, Article 7(3) 

of the GDPR) - withdrawal of consent does not affect the lawfulness of the processing 
that was carried out on the basis of the consent given before its withdrawal;  

The submitted request will be answered within 30 days from the date of receipt of the request 
to the Administrator's address indicated in this information clause. In case of doubts or 
questions, the Company will contact the applicant using the form specified in the application. 

 

3) Information on data transmission  

Your personal data shall be disclosed to other entities solely for the purposes of proper 
performance of the contract concluded with you, performance of the Administrators' legal 



obligations, protection of your rights in accordance with applicable regulations and 
performance of the Administrators' legitimate interest as defined by the regulations on personal 
data protection. We would also like to inform you that such entities will be obliged - by virtue 
of contracts concluded with the Administrators - to apply appropriate security, technical and 
organisational measures to duly protect your personal data. Personal data will also be 
transferred to entities which are entitled to obtain them on the basis of applicable laws. The 
Administrator may transfer personal data to a third country (outside the European Economic 
Area). The transfer of data outside the European Economic Area takes place only if the 
conditions specified in Chapter V of the GDPR are met, i.e.  

cooperation with processors of personal data in states for which a relevant decision of the 
European Commission has been issued;  

application of standard contractual clauses issued by the European Commission;  

application of binding corporate rules approved by the competent supervisory authority;  

other safeguards that meet an adequate level of protection based on appropriate legal 
safeguards.  

 

4) Information on profiling   

Your data is not subject to automated decision-making, such as profiling.   

 

5) Purpose and legal basis of personal data processing by the Administrator  

The Administrator shall make every effort to ensure that personal data are processed adequately 
and as long as necessary for the purposes of which they had been collected. Considering this 
fact, the Administrator shall store personal data for a period no longer than necessary to achieve 
the purposes for which the data were collected or, if necessary, to comply with applicable law, 
in particular having regard to the period of performance of the contract and the claims' period 
of prescription.  

The recipients of the personal data shall be entities that cooperate with the Administrator within 
the scope of the contracts, exclusively under relevant agreements on entrusting the processing 
of personal data and ensuring the application by the aforementioned entities of adequate 
technical and organizational measures to ensure the protection of data. The categories of such 
entities include:  

entities that provide postal and courier services;  

entities that provide support and maintenance of ICT systems;  

advisory entities;  

legal service providers.  

Personal data may also be made available to entities authorized under applicable laws.   



Processing of personal data of complainants. 

Your personal data will be processed for the purpose of exercising your rights to investigate a 
complaint on the basis of Article 6(1)(b) and (c) of the GDPR - Act of 23 April 1964 Civil Code 
(Journal of Laws 2019.1145 t.j.).  

Your personal data will be processed for the period necessary to investigate the complaint, for 
a period of 1 year - after the expiry of the warranty or settlement of the complaint, in accordance 
with Article 74 Paragraph 2 pt. 6 of the Act of 29 September 1994 on accounting (Journal of 
Laws 2019.351 t.j.). and after this period for the purposes and for the period and to the extent 
required by law or for securing possible claims until they expire.  

The recipients of your personal data may be entities providing and supporting IT systems used 
by the Administrator, as well as entities that provide services related to the current activity of 
the Administrator - on the basis of agreements concluded for the entrustment of personal data 
processing and with the assurance of the aforementioned entities that apply adequate technical 
and organisational measures to ensure data protection, as well as public authorities authorised 
to access the data on the basis of applicable legal provisions.  

 

Processing of personal data in relation to marketing activities.  

The basis for the processing of personal data is the Administrator's legitimate interest - Article 
6(1)(f) of the GDPR - marketing of own services, building a positive image of the Administrator 
and establishing new business contacts, however, in accordance with the provisions of the Act 
on Provision of Electronic Services and the Telecommunications Act, the Administrator needs 
additional consents to use the communication channels provided. If you have given your 
consent, the Administrator will be entitled to send marketing and commercial information by 
means of telecommunication end devices (telephone, e-mail). The data may also be processed 
for the purpose of establishing, investigating and securing possible claims and defending 
against such claims, related to marketing activities of the Administrator - on the basis of Article 
6(1)(f) of the GDPR.  

The purpose of data processing is indicated in each case as part of the clause related to the 
obligation to provide information. This may include building a positive image of the 
Administrator, servicing newsletters, social networks, organizing contests, events and trainings.  

Providing personal data is voluntary, but necessary to receive marketing information from the 
Administrator. Failure to provide the data means that you will not receive marketing 
information from the Administrator.  

The recipients of your personal data will be only the entities to which the Administrator is 
obliged to transfer the data on the basis of applicable legal provisions and the entities supporting 
the Administrator in the current activities related to the Administrator's marketing activities - 
only on the basis of a personal data entrustment agreement and on condition that the entities 
apply adequate technical and organisational measures which ensure data protection.  



Personal data will be processed for the duration of the above-mentioned purposes with 
systematic monitoring of its continued relevance; until you object or revoke your consent, if 
any; and thereafter for the period necessary to safeguard any potential claims related to the 
processing the data.  

 

Processing personal data for contact purposes - via contact forms and publicly available 
e-mail addresses  

Your personal data shall be processed solely for the purpose of answering the question asked 
via the contact form - in order to pursue our legitimate interest in the form of ensuring 
communication with the website user and answering queries addressed to Jobdone marketing 
& sales support - based on art. 6 (1) (f) of the GDRP. Data can also be processed to establish, 
pursue or defend against potential claims which could be related to the activities carried out by 
Jobdone marketing & sales support and provision of services - in order to pursue our legally 
justified interest in the form of securing claims, i.e. on the basis of art. 6 (1)(f) of the GDPR. 

The provision of personal data is voluntary, but necessary to receive a response to the questions 
asked through the channels indicated above. 

The recipients of your personal data may be entities providing and supporting IT systems used 
by the Administrator, as well as entities that provide services related to the current activity of 
the Administrator - on the basis of agreements concluded for the entrustment of personal data 
processing and with the assurance of the aforementioned entities that apply adequate technical 
and organisational measures to ensure data protection, as well as public authorities authorised 
to access the data on the basis of applicable legal provisions.  

Your personal data will be stored for the time necessary to answer the question asked by the 
available electronic means, and after this period for the purposes and to the extent required by 
law or for the establishment, defence or pursuit of possible claims. 

 

Processing of personal data related to video surveillance  

Your personal data will be processed in order to ensure the safety of the Administrator's 
employees, co-workers, customers and guests, to protect the Administrator's property and to 
maintain the confidentiality of information the disclosure of which could cause damage to the 
Administrator, which constitutes the Administrator's legitimate interest (Article 6(1)(f) of the 
GDPR). The processing of employee data is carried out pursuant to Article222 of the Act of 26 
June 1974 Labour Code in conjunction with Article 5 and Article 6(1)(c) of the GDPR. The 
data are processed for the purpose of determining, investigating or defending against claims 
arising in connection with the implementation of the aforementioned purposes - which is a 
legitimate interest of the Administrator (Article 6(1)(f) of the GDPR).  

Your personal data will be stored for a maximum of 90 days after the recording. In the case 
where the image recording constitutes evidence in a proceeding initiated pursuant to the law or 



the Administrator has justified reasons to believe that it may constitute evidence in the 
proceeding, the deadline is extended until the end of the proceeding.  

The recipients of your personal data will be entities providing permanent physical protection 
services, cooperating with the Administrator on the basis of relevant agreements on the 
entrustment of personal data processing and ensuring the application by the aforementioned 
entities of adequate technical and organisational measures to ensure data protection; entities to 
which the Administrator is obliged to transfer data on the basis of applicable legal provisions.  

 

Processing of personal data for the purpose of personal and material traffic control in the 
area of operations of entities from Jobdone marketing & sales support  

Personal traffic control is carried out on the basis of Article 6(1)(f) of the GDPR - the legitimate 
interest pursued by the Administrator, which is to ensure the security of persons and property 
on the Administrator's premises. Personal data may also be processed for the possible assertion 
or repudiation of claims (Article 6(1)(f) of the GDPR). 

Your personal data will be stored for the time necessary to meet the objectives and thereafter 
for the time related to the expiry of mutual claims.  

The recipients of your personal data may be entities providing and supporting IT systems used 
by the Administrator, as well as entities that provide services related to the current activity of 
the Administrator - on the basis of agreements concluded for the entrustment of personal data 
processing and with the assurance of the aforementioned entities that apply adequate technical 
and organisational measures to ensure data protection, as well as public authorities authorised 
to access the data on the basis of applicable legal provisions.  

Processing of personal data for the purpose of handling the data subject's request (exercise of 
data subject's rights)  

Your personal data will be processed for the purpose of processing your application, verifying 
the identity of the applicant and the possibility of fulfilling your request on the basis of Article 
6(1)(c), (f) of the GDPR in conjunction with Articles 16-18 and 20-21 of the GDPR.  

Your personal data will be stored for the period necessary to respond to the request addressed 
to the Administrator and to establish, defend or pursue possible claims.  

Your personal data will not be transferred to other entities, with the exception of entities 
providing IT and recruitment services to the Administrator - on the basis of concluded 
agreements related to the entrustment of personal data processing and with the assurance of the 
application by the abovementioned entities of adequate technical and organisational measures 
to ensure data protection, as well as to public authorities entitled to access the data on the basis 
of valid legal provisions 


